
BULLETIN TECHNICAL 

TECHNICAL BULLETIN: 14-11 
 
DATE: April 14, 2014 

 
SUBJECT: Triton Not Affected by OpenSSL Heartbleed bug 

 
AVAILABILITY: All Authorized Triton Distributors and Third Party Service Providers 

This bulletin addresses:   Recommended Implementation is: 
  Hardware Service Issues    Now for all affected units 
 New Kit/Parts Available     All affected units during next service visit 
  Software Announcements    Optional 

 X Technical Tips    X No implementation required 

DESCRIPTION:  
  
 Recently the OpenSSL project announced a security vulnerability in the OpenSSL      
libraries nicknamed “Heartbleed”.  The Heartbleed bug is a major vulnerability in OpenSSL  
that compromises the integrity of data secured through SSL.  This vulnerability is limited to   
applications that use the OpenSSL libraries. 
 
 None of Triton System’s products, including ATMs and Triton Connect, use the 
OpenSSL library, so these products are not affected. 
 

 

If you have questions regarding this Technical Bulletin, please contact Technical 
Support at 1-228-575-3100 or toll free in the U.S. / Canada 1-800-259-6672. 

Visit www.Triton.com for additional information. 

For all ATM Parts, Repair, and Training needs, visit www.atmgurus.com. 


